
“The nation which forgets its defenders 
will be itself forgotten.”

- Calvin Coolidge



The Future of Your Digital Footprint
Wednesday, November 11th | Zoom Webinar






What is your identity telling others?





What is your digital footprint today?
• Social Media
• Banking / Credit
• School Records
• E-Commerce
• City services (licenses, utilities, social services)
• Government Agencies
• Police or Military Records
• Services (DNA based heritage research)
• Smartphone Apps



What can you do about it?
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1. Secure your home wireless network (change factory passwords 
use a firewall)

2. Use multi-factor authentication (personal and work)
3. Protect all devices (smartphones, pads/tablets, gaming, storage)
4. Know your apps (remove suspicious apps, update when 

recommended, don’t depend on default permissions, exercise 
“least privilege”)

5. Limit the information you expose (personal details on social media, 
friends you don’t know, mask passwords from view, use a 
password vault)

DO YOUR PART. #BECYBERSMART

PROTECTION ON THE HOME FRONT
Cybersecurity Awareness Month tips for operating 
safe and secure while working from anywhere



Discussion



cybersecurity-ciso@cio.wisc.edu
https://it.wisc.edu/about/division-of-information-technology/enterprise-information-security-
services/cybersecurity/

https://it.wisc.edu/about/division-of-information-technology/enterprise-information-security-services/cybersecurity/
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